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SYSTEM NAME:
Purchase Credit Card Program-VA

SYSTEM LOCATION:
This system of records is located in the finance/fiscal office of the local installations of the Department, the Financial Services Center, Austin, TX, and VA Central Office, Washington, DC. Records necessary for a contractor to perform under a contract are located at the contractor's facility.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:
Individuals covered by the system are current VA employees who have their own Government assigned charge card, or who have had a charge card.

CATEGORIES OF RECORDS IN THE SYSTEM:
Records include name, work and home addresses, social security number, date of birth, employment information, work and home telephone numbers, information needed for identification verification, charge card applications, charge card statements, terms and conditions for use of the charge card, and monthly report from contractor(s) showing charges to individual account numbers, balances, and other types of account analysis.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Federal Acquisition Regulation (FAR), Part 13, 48 CFR part 13, and Public Law 93-579, section 7(b).

PURPOSE(S):
To establish and maintain a system for operating, controlling, and managing the purchase credit card program involving commercial purchases by authorized VA employees.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:
System information may be accessed and used by authorized VA employees or contractors to conduct duties associated with the management and operation of the purchase credit card program.

INFORMATION FROM THIS SYSTEM ALSO MAY BE DISCLOSED AS A ROUTINE USE FOR THE FOLLOWING PURPOSES:

(1) The record of an individual who is covered by this system may be disclosed to a member of Congress, or a staff person acting for the member, when the member or staff person requests the record on behalf of and at the written request of the individual.

(2) Disclosure may be made to the National Archives and Records Administration (NARA) in records management inspections conducted under authority of Title 44 U.S.C.

(3) VA may disclose information from this system of records to the Department of Justice (DoJ), either on VA's initiative or in response to DoJ's request for the information, after either VA or DoJ determines that such information is relevant to DoJ's representation of the United States or any of its components in legal proceedings before a court or adjudicative body, provided that, in each case, the agency also determines prior to disclosure that release of the records to DoJ is a use of the information contained in the records that is compatible with the purpose for which VA collected the records. VA, on its own initiative, may disclose records in this system of records in legal proceedings before a court or administrative body after determining that the disclosure of the records to the court or administrative body is a use of the information contained in the records that is compatible with the purpose for which VA collected the records.

(4) Disclosure of relevant information may be made to individuals, organizations, private or public agencies, or other entities with whom VA has a contract or agreement or where there is a subcontract to perform such services as VA may deem practicable for the purposes of laws administered by VA, in order for the contractor or subcontractor to perform the services of the contract or agreement.

(5) VA may disclose on its own initiative any information in this system, except the names and addresses of veterans and their dependents, that is relevant to a suspected or reasonably imminent violation of law, whether civil, criminal, or regulatory in nature and whether arising by general or program statute or by regulation, rule, or order issued pursuant thereto, to a Federal, State, local, tribal, or foreign agency charged with the responsibility of investigating or prosecuting such violation, or charged with enforcing or implementing the statute, regulation, rule, or order. VA may also disclose on its own initiative the names and addresses of veterans and their dependants to a Federal agency charged with the responsibility of investigating or prosecuting civil, criminal, or regulatory violations of law, or charged with enforcing or implementing the statute, regulation, or order issued pursuant thereto.

(6) Disclosure to other Federal agencies may be made to assist such agencies in preventing and detecting possible fraud or abuse by individuals in their operations and programs.
(7) Any information in this system of records concerning a delinquent debt may be disclosed to the Secretary of the Treasury, or to any designated Government disbursing official, for the purpose of conducting administrative offset of any eligible Federal payments, under the authority set forth in 31 U.S.C. 3716. Tax refund and Federal salary payments may be included in those Federal payments eligible for administrative offset.

(8) Any information in this system of records concerning a delinquent debt may be disclosed to the Secretary of the Treasury for appropriate collection or termination action, including the transfer of the indebtedness for collection or termination, in accordance with 31 U.S.C. 3711(g)(4), to a debt collection center designated by the Secretary of the Treasury, to a private collection agency, or to the Department of Justice. The Secretary of the Treasury, through the Department of the Treasury, a designated debt collection center, a private collection agency, or the Department of Justice, may take appropriate action on a debt in accordance with the existing laws under which the debt arose.

(9) Records from this system of records may be disclosed to officials of labor organizations recognized under 5 U.S.C. chapter 71, when relevant and necessary to their duties of exclusive representation concerning personnel policies, practices, and matters affecting working conditions.

(10) VA may, on its own initiative, disclose any information or records to appropriate agencies, entities, and persons when (a) VA suspects or has confirmed that the integrity or confidentiality of information in the system of records has been compromised; (b) VA has determined that as a result of the suspected or confirmed compromise there is a risk of embarrassment or harm to the reputation of the record subjects, harm to economic or property interests, identity theft or fraud, or harm to the security, confidentiality, or integrity of this system or other systems or programs (whether maintained by VA or another agency or entity) that rely upon the potentially compromised information; and (c) the disclosure to such agencies, entities, or persons whom VA determines to be reasonably necessary to assist or carry out VA's efforts to respond to the suspected or confirmed compromise and prevent, minimize, or remedy such harm. This routine use permits disclosures by VA to respond to a suspected or confirmed data breach, including the conduct of any risk analysis or provision of credit protection services as provided in 38 U.S.C. 5724, as the terms are defined in 38 U.S.C. 5727.

(11) VA may disclose information from this system to the Merit Systems Protection Board (MSPB), or the Office of the Special Counsel, when requested in connection with appeals, special studies of the civil service and other merit systems, review of rules and regulations, investigation of alleged or possible prohibited personnel practices, and such other functions promulgated in 5 U.S.C. 1205 and 1206, or as authorized by law.

(12) VA may disclose information from this system to the Federal Labor Relations Authority (FLRA), including its General Counsel, related to the establishment of jurisdiction, investigation, and resolution of allegations of unfair labor practices, or in connection with the resolution of exceptions to arbitration awards when a question of material fact is raised. Information may also be disclosed to the FLRA in order for it to address matters properly before the Federal Services Impasses Panel, to investigate representation petitions, and to conduct or supervise representation elections.
(13) VA may disclose information from this system to the Equal Employment Opportunity Commission (EEOC) when requested in connection with investigations of alleged or possible discriminatory practices, examination of Federal affirmative employment programs, or other functions of the Commission as authorized by law or regulation.

DISCLOSURE TO CONSUMER REPORTING AGENCIES:

Pursuant to 5 U.S.C. 552a(b)(12), VA may disclose records from this system to consumer reporting agencies as defined in the Fair Credit Reporting Act 15 U.S.C. 1681a(f) or the Federal Claims Collection Act of 1966 31 U.S.C. 3701(a)(3). The disclosure is limited to information necessary to establish the identity of the individual, including name, address, and taxpayer identification number (Social Security number), the amount, status and history of the claim; and the agency or program under which the claim arose for the sole purpose of allowing the consumer reporting agency to prepare a commercial credit report. Title 31 U.S.C. 3711(e) governs the release of names and addresses of any person to consumer reporting agencies under certain circumstances.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper documents and electronic storage media.

RETRIEVABILITY:

These records may be retrieved using various combinations of name or identification number (credit card number) of the individual on whom the records are maintained.

SAFEGUARDS:

This list of safeguards furnished in this System of Record is not an exclusive list of measures that has been, or will be, taken to protect individually-identifiable information.

The Financial Services Center will maintain the data in compliance with applicable VA security policy directives that specify the standards that will be applied to protect sensitive personal information. Security complies with applicable Federal Information Processing Standards (FIPS) issued by the National Institute of Standards and Technology (NIST).

Access to these records is restricted to authorized VA employees, contractors, or subcontractors who have been cleared to work by the VA Office of Security and Law Enforcement, on a “need to know” basis. They are required to take annual VA data privacy and security training.

Offices where these records are maintained are locked after working hours and are protected from outside access by the Federal Protective Service, other security officers, and alarm systems. Access to computerized records is restricted to authorized VA employees, contractors, or subcontractors by means of unique user identification and passwords.

RETENTION AND DISPOSAL:
Records are maintained and disposed of in accordance with records disposition authority approved by the Archivist of the United States. In accordance with General Records Schedule 1.1, Item #10, destroy 6 years after final payment or cancellation, but longer retention is authorized if required for business use.

SYSTEM MANAGER(S) AND ADDRESS:
Deputy Assistant Secretary for Finance (047), VA Central Office, Washington, DC 20420.

NOTIFICATION PROCEDURES:
Individuals seeking information concerning the existence of a record pertaining to them must submit a written request to the VA station where the records are maintained. Such request must contain a reasonable description of the records requested. In addition, identification of the individual requesting the information will be required in the written request and will consist of the requester's name, signature, and address, at a minimum.

RECORD ACCESS PROCEDURES:
See “Notification Procedure” above.

CONTESTING RECORD PROCEDURES:
See “Notification Procedure” above.